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New jersey schools insurance group - Underwriting questionNaire
	Full Name of District:
	     

 FORMTEXT 
     

 FORMTEXT 
     

 FORMTEXT 
          

 FORMTEXT 
     

 FORMTEXT 
     

 FORMTEXT 
     

 FORMTEXT 
     

 FORMTEXT 
     

 FORMTEXT 
     

 FORMTEXT 
     

	
Student Enrollment:    
Number of teaching positions:
Number of administrators:

Number of all other employees:
	     

 FORMTEXT 
     

 FORMTEXT 
     
     

 FORMTEXT 
     

 FORMTEXT 
     
     

 FORMTEXT 
     

 FORMTEXT 
     
     

 FORMTEXT 
     

 FORMTEXT 
     



	DATA & PRIVACY Controls

	1.
Does the District terminate all associated computer access and user accounts as part of the regular exit process when an employee leaves the District?  

	 FORMCHECKBOX 
 Yes       FORMCHECKBOX 
 No


	2.  Do your IT Administrators install computer software updates as soon as reasonably possible including installation of software “patches”?

	 FORMCHECKBOX 
 Yes       FORMCHECKBOX 
 No

	     If Yes, are critical patches installed within 30 days of release?

	 FORMCHECKBOX 
 Yes       FORMCHECKBOX 
 No


	3. 
How often are anti-virus software signatures updated?  
	
 FORMCHECKBOX 
 Automatic Updates   FORMCHECKBOX 
  Weekly   FORMCHECKBOX 
 Monthly    FORMCHECKBOX 
 Other


	4. 
Does the District provide training to key employees regarding its Privacy Policy
     and the handling of personally identifiable information?
	 FORMCHECKBOX 
 Yes       FORMCHECKBOX 
 No


	5.
Has the Applicant suffered any known intrusions (i.e. unauthorized access or security breach) or denial of service attacks relating to its computer systems in the most recent three year time period from the date of this Application?  

	 FORMCHECKBOX 
 Yes       FORMCHECKBOX 
 No

	If yes, describe any such intrusions or attacks, including any damage caused by any such intrusions, including lost time, lost business income, or costs to repair any damage to systems or to reconstruct data or software, describe the damage that occurred, and state value of any lost time, income and the costs of any repair or reconstruction: 
     

 FORMTEXT 
     

 FORMTEXT 
     

 FORMTEXT 
     

 FORMTEXT 
     

 FORMTEXT 
     

 FORMTEXT 
     

 FORMTEXT 
     

 FORMTEXT 
     

 FORMTEXT 
     

 FORMTEXT 
     

 FORMTEXT 
     

 FORMTEXT 
     

 FORMTEXT 
     

	


	6.
Has the District ever received, or is there currently pending, any claims or complaints with respect to allegations of or injury to privacy, identify theft, theft of information, breach of information security, software copyright infringement or content infringement or been required to provide notification to individuals due to an actual or suspected disclosure of personal information?

If yes, please describe: 
          

 FORMTEXT 
     

 FORMTEXT 
     

 FORMTEXT 
     

 FORMTEXT 
     

 FORMTEXT 
     

 FORMTEXT 
     

 FORMTEXT 
     

 FORMTEXT 
     

 FORMTEXT 
     

 FORMTEXT 
     

 FORMTEXT 
     

 FORMTEXT 
     

 FORMTEXT 
     

	 FORMCHECKBOX 
 Yes       FORMCHECKBOX 
 No


	7.
Does the District, any administrator, elected official or appointed official thereof have knowledge or information of any fact, circumstance, situation, event or transaction which may give rise to a “Claim” or loss under the proposed network security and privacy liability insurance? 

	


 FORMCHECKBOX 
 Yes       FORMCHECKBOX 
 No
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